
Reset hasła 
 

W oknie logowania do systemu bankowości elektronicznej jest możliwość zresetowania hasła 
w przypadku zablokowania dostępu przez trzykrotne błędne wprowadzenie hasła lub jego 
zapomnienie. W tym celu należy wybrać Problem z logowaniem? Zresetuj hasło, następnie 
należy wprowadzić Numer telefonu. Po zatwierdzeniu operacji zostanie wysłany kod 
weryfikacyjny na adres email podany w Banku, należy go odczytać ze skrzynki email i 
wprowadzić w oknie logowania w polu Kod wiadomości email. 
Ostatni etap resetowania hasła, to poprawna odpowiedź na pytania weryfikacyjne wyświetlone 
w bankowości internetowej i zatwierdzenie operacji.  
 
Kolejne etapy zmiany hasła w bankowości elektronicznej opcją Zresetuj hasło: 

 

 
 

 
 

 
 

 
 



 
 

W zależności od poprawności odpowiedzi zostanie wygenerowany komunikat o pomyślnej 
zmianie hasła lub o niepowodzeniu. Poprawna weryfikacja odpowiedzi spowoduje wysłanie 
wiadomości SMS zawierającej nowe hasło. Logowanie z jego użyciem wymusi zmianę hasła. 
 
Sposoby autoryzacji operacji 
W systemie bankowości elektronicznej operacje można autoryzować za pomocą: 
 
‒ kodu otrzymanego w wiadomości SMS wysyłanej na numer telefonu podany w banku, 
‒ tokena Vasco (OneSpan) – urządzenia elektronicznego generującego jednorazowe kody, 
‒ tokena DigiPass 310 OneSpan – urządzenia elektronicznego generującego jednorazowe 

kody (wyniki),  
‒ autoryzacji mobilnej w Aplikacji mobilnej Nasz Bank – Klient otrzymuje zlecenie 

autoryzacyjne w aplikacji. W przypadku nieotrzymania powiadomienia push 
w aplikacji, w oknie autoryzacji mobilnej w systemie wyświetlona zostanie 
dodatkowa informacja dotycząca dalszego postępowania. Komunikat pojawi się 
po upływie 30 sekund od wyświetlenia okna z oczekiwaniem na autoryzację 
mobilną. 

 

 
 

 



 
 
W apliakcji należy potwierdzić lub odrzucić zlecenie autoryzacyjne.  

 

 
 

Przełączenie metody autoryzacji operacji kody z SMS/autoryzacja mobilna 

Korzystając z systemu bankowości internetowej w momencie autoryzowania operacji, gdy pojawi 
się informacja o wpisaniu kodu SMS – system umożliwi zmianę sposobu na autoryzację mobilną 
– i odwrotnie: gdy pojawi się informacja o wysłanym powiadomieniu autoryzacyjnym na aplikację 
mobilną – system umożliwi zmianę sposobu na autoryzację SMS. 

 
Przełącz z autoryzacji mobilnej na autoryzację SMS: 

 

W celu zmiany sposobu autoryzacji z mobilnej na autoryzację SMS należy wybrać Przełącz na 
autoryzację SMS, następnie wprowadzić kod weryfikacyjny wysłany na adres email podany  
w Banku, należy go odczytać ze skrzynki email i wprowadzić w oknie logowania w polu Kod 
wiadomości email.  

Ostatni etap zmiany sposobu autoryzacji, to poprawna odpowiedź na pytania weryfikacyjne 
wyświetlone w bankowości internetowej i zatwierdzenie operacji. 
 

Kolejne etapy zmiany sposobu autoryzacji w bankowości elektronicznej: 
 



 
 

 
 

 
 



 
 
W zależności od poprawności odpowiedzi zostanie wygenerowany komunikat o pomyślnej 
zmianie sposobu autoryzacji lub o niepowodzeniu. 
 

 
Przełącz z autoryzacji SMS na autoryzację mobilną: 

 

 
W celu zmiany sposobu autoryzacji z SMS na autoryzację mobilną należy kliknąć w link Zainstaluj 
w telefonie aplikację mobilną Nasz Bank … przekierowujący do strony instalacji aplikacji, po jej 
pobraniu, uruchomieniu na urządzeniu mobilnym i po aktywacji autoryzacji mobilnej – sposób 
autoryzacji ulegnie zmianie. 

 


